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Institutional RDM programme
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Infrastructure

Support

Policies

understanding:

researchers understand what is 

important, when, why and to whom

clarity:

researchers know what is expected

of them

ability:

researchers have the facilities they

need to meet expectations



Data Infrastructure

• Scattered storage: central, faculty, individual

• Library’s publications repository not suited for data

• No institutional facilities for short to medium term archiving

• No institutional facilities for publishing digital data
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Request for tender (RFT)
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Ease of use for researchers

Data safety & security

Meeting institutional guidelines

Pricing & scalability



Requirements & preferences

• Functionalities: general, input, output, system

• Need to have vs nice to have (vs ease of use)
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Figshare for institutions
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Scalable cloud storage in Europe

Ease of use

Connectivity 
through APIs

Persistent Identifiers
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Category Requirement Description
Functional

requirement score

UvA/AUAS 

figshare

Metadata Support for different metadata 

(schemas), including domain-

specificity and interoperability

Any form of metadata (schemas) should be allowed. This includes metadata 

such as author, owner, license, source publication, librarian, date and time 

stamps; and domain-specific descriptors.
28 +

Persistent identifiers Assignment of PID / DOI At data ingest time or “project publication” or even before (e.g. when a paper 

was submitted but the data are not final yet) a PID has to be assigned to data 

and the collections it belongs to. It resolves to the “landing page” of the 

research data, which displays the required descriptive metadata during the 

embargo period. A clear transition for PID collections to a DOI has to be 

established.

26 ++

Authentication Fine grained authentication and 

authorization. Allow the integration or 

the import from external 

authentication/authorisation systems.

Provide different access rights for groups and individuals (roles) on collections, 

and allow the import of such concepts (e.g. from Identity management 

systems). In the case of confidential or proprietary data authenticate every 

access and authorize every operation.

16 +

Data Access Allow data providers to choose the 

level of access to data (e.g. Open 

Access).

Control over access to data is in the hands of those who provide the data

16 ++

Data Access Provide state-of-the-art user interfaces 

and clients over the life time of a 

repository platform

(Easy to use) User interface, features, and functionality should be updated 

over time to match the requirements and expectations of current researchers. 

They include web based user interfaces and others (e.g. WebDAV, FUSE, 

Java I/O, Python, Shell commands)

16 ++

Policy Support Allow the (automated) use of data 

policies

Data policies are used to define what happens when to which dataset. E.g. for 

processing and quality control regularly enforced policies are helpful. 15 (+)

Publication Provide data access statistics either 

by the use of external analytics 

services or internal monitoring of user 

activity.

Provide the data publisher (or other stakeholders) with data access statistics to 

track and share usage and activity related to profiles, collections, datasets, and 

other items. 
13 ++

Submission / Ingest / 

Management

Provide interfaces (APIs) for the 

automated execution of tasks, e.g. to 

ingest data or to integrate data 

analysis tools and other external 

applications 

API for automatized execution of standard repository tasks and to interoperate 

with external tools useful to the stakeholders

13 +

Data Access Provide (authorized) users access to 

versions of data (e.g. different 

simulation runs)

Provide different versions of a data set.

12 +

Data Access Embargo date selection for data-

depositing user

The user can select a specific date (e.g., 2016-05-15) or time span (e.g., 1 

year) for when the research data shall become available. The selecteable

default values can be set by the repository administrator to match the policies 

of the university.

12 ++

Matrix of use cases and functional requirements for research data repository platforms

https://www.rd-alliance.org/group/repository-platforms-research-data-ig/outcomes/matrix-use-cases-and-functional-requirements

https://www.rd-alliance.org/group/repository-platforms-research-data-ig/outcomes/matrix-use-cases-and-functional-requirements


Thank you!

Mariëtte van Selm | selm@uva.nl
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